Your organisation now depends on technology more than ever for managing your business processes – inside and outside your corporate network.

To help you maintain the security of your system, we worked with Microsoft to develop Security Enhancements for Microsoft® Windows NT® – NT (SE), and Security Enhancements for Microsoft® Windows NT® Terminal Server – WTS (SE).

These products are fully configurable and available off the shelf at competitive prices, so it’s no wonder that over 250,000 licences have already been sold.

**features**

**Microsoft® Windows NT® (SE)/WTS (SE)**

The following options can be configured:

- A uniquely seeded replacement password hashing algorithm designed to defeat password crackers.
- Users can be required to choose their passwords from one of three generated by the password generation algorithm. A choice of 8 to 14 character, filtered or unfiltered, generated passwords can be implemented.
- A centralised log is produced which contains user login, login failure and logout event information.
At login, the date, time and workstation ID of the last successful and last failed login can be displayed. The number of failed logins and a warning message if a user is already logged in can be displayed.

- Multiple login denial can be implemented.
- The auto login facility can be disabled.
- Failed login response messages are reported without identifying the cause.
- A multiple desktops facility provides multiple logons from a single workstation.
- CD and floppy disk access can be restricted to named users.
- With CD auditing, the label of every CD used can be recorded.
- A new password generation utility is provided for use by the system administrator when creating or resetting accounts.
- Supports GTE interface allowing integration with other authentication solutions.
- Compatible with Microsoft® Windows® XP (SE) and Windows® 2000 (SE).

**software requirements**

Microsoft® Windows NT® (SE) – NT (SE) is designed to operate with Microsoft® Windows NT® 4 for the chosen processor architecture. Versions of NT (SE) are available to support all the Microsoft® Windows® Service Packs.

Microsoft® Windows® WTS (SE) – WTS (SE) is designed to operate with the standard Microsoft® Windows NT® Server 4.0 Terminal Server Edition.

**hardware requirements**

Microsoft® Windows NT® (SE)
The minimum hardware requirement is the same as for standard Microsoft® Windows NT®.

Microsoft® Windows® WTS (SE)
The minimum hardware requirement is the same as for the standard Microsoft® Windows NT® Server 4.0 Terminal Server Edition.

The currently supported architecture is Intel® processor-based.

**standard deliverable**
The standard package includes:
- Installation guide
- 90 day warranty from date of purchase
- 1 year remote telephone support, 9am – 5.30pm (GMT)

**options available**
- Up to 365 days x 24 hour remote telephone support
- On-site support
- Interdomain Trusts option pack